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Abstract

The focus of the work is to improve the reading performance
of JAB Codes. JAB Code is a polychrome barcode that is ISO
standardized. The weakness of the standardized decoding algo-
rithm is the very low reading performance of under 10% for very
large and rectangular codes. In many IT security applications,
however, large and rectangular codes are required for the huge
payload. In this paper, we present three different methods to im-
prove the decoder. These methods aim at determining the version
size of the JAB Code to be read. This is the step after the JAB
Code has been located by the finder patterns and before the de-
coding can take place. The three methods have their advantages
and disadvantages in their accuracy and performance.
The evaluation compares detection rates and error performance
for Baseline, Segmentation, Zero Crossing, and Local Sampling
methods. The results show that Local Sampling achieves the high-
est detection rates, with 285 partial and 131 complete detections,
while also maintaining the lowest error levels. The other meth-
ods perform significantly worse. The findings highlight that Local
Sampling offers the best performance, effectively addressing the
challenges of version size determination with improved accuracy
and reliability.

Motivation

Barcodes are widely used across various industries and by
consumers for several reasons. Barcodes improve efficiency by
enabling fast and accurate data entry, reducing manual errors.
They are cost-effective to implement and help businesses manage
inventory and assets in real time. Barcodes also enhance security
by tracking products throughout the supply chain. Their versa-
tility allows them to be used across various industries for tasks
such as automating processes and ensuring compliance. Overall,
they streamline operations, increase accuracy, and support busi-
ness scalability. The most popular barcodes today are EAN, QR
code and DataMatrix code. In recent years, IT security applica-
tions with high payload requirements have emerged. One exam-
ple is securing sovereign documents. Here, it is necessary to store
the data together with its digital signature in a barcode. Unfor-
tunately, these codes do not provide enough capacity. JAB Code
[1] has been developed for these applications. It uses 8 colors and
can carry about three times as much data as a DataMatrix code or
a QR code. JAB Code is standardized by ISO/IEC [2]. A refer-
ence decoding algorithm is proposed in the standard. The quality
assessment solutions for JAB Codes must be evaluated using the
reference decoding algorithm. Reading devices are not required
to use the standardized algorithm. There is an open- source imple-
mentation of the reference decoder. The implementation shows a
very good reading performance for small and medium JAB Codes.
Large JAB Codes are not decoded reliably, which is less than
10%. This work focuses on optimizing the reference decoding
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algorithm by improving the detection of the size version.

First, we give an overview of the relevant part of the refer-
ence decoding algorithm. The reference algorithm must be used
in the quality evaluation of the JAB Code. With the specified ref-
erence decoding algorithm specified in ISO/IEC 23634, almost
any printed JAB Code of version size 20-32 would fail the quality
assessment. At the same time, a company commissioned to print
JAB Codes on documents must comply with a minimum quality
level. In the first step, the decoding algorithm searches for the
finder patterns using line scanning. A detailed description of the
finder pattern search is given in this paper. It is important that the
module size is also determined during the search using the finder
patterns. The module size is then used in the next step to deter-
mine the number of modules in the width and the height of the
code. To sample the modules in the next step, the distance be-
tween the finder patterns in x- and y- direction is simply used and
divided by the size of the modules. The reader will immediately
notice that a small error for the module size increases proportion-
ally with the size of the version, i.e. the more modules the code
has between two finder patterns. This is the reason for the weak-
ness with large square or rectangular codes. To compensate for
this error, the JAB Code has so-called alignment patterns. These
can be found at different places in the code, depending on the
code version. However, the alignment patterns cannot be reliably
found if an incorrect version size was calculated in the previous
step. Therefore, the detection depends on the correct determina-
tion of the version size. In the following, we would therefore like
to present three different methods for determining the version size
of the JAB Code to be read.

Related work

JAB Code follows the ISO/IEC 23634 standard [2]. An
open-source implementation, along with an Android application,
can be found in a GitHub repository!. Additionally, a demo with
the ability to create and scan codes is accessible on the product
website2. Several studies have explored applications of JAB Code
in the field of IT security. In [5], the authors introduce a method
for digitally signing documents that remain verifiable even after
printing. [3] presents a ready-to-use solution for digitally sign-
ing various types of ad hoc documents. This solution is imple-
mented as a progressive web app, emphasizing high security and
privacy standards. In [6], the color mapping for JAB Codes by
introducing a color calibration procedure. These works highlight
the challenges associated with ensuring the reliable readability of
JAB Codes. This work aims to further improve the performance
of the JAB Code reader by optimizing version size detection.

Uhttps://github.com/jabcode/jabcode
Zhttps://www.jabcode.org
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State of the art

The current method for JAB Code detection and decoding re-
lies on the standardized algorithm. A key aspect of this algorithm
is the calculation of module size during line scanning of each
finder pattern, which is determined based on a five-module pat-
tern. The code version is calculated based on the module size and
the pairwise distance between the finder patterns. This approach
is fundamental for identifying and decoding the code accurately
because the location of each sampling point is based on these cal-
culations. However, scaling issues arise when dealing with larger
codes. Minor inaccuracies and rounding errors in module size es-
timation can accumulate, leading to errors that affect the decoding
process. Specifically, these small errors may result in selecting the
wrong side version of the JAB Code and thus choosing the wrong
number of sampling points and thereby compromising readability
and data integrity.

Approach
Preprocessing: Bresenham’s algorithm

To extract the pixel values along the line inbetween two cor-
ner points, Bresenham’s algorithm is used. Each of the following
approaches uses the Bresenham’s algorithm.

=

Figure 1: Corner points (C1-4) and Lines in- between (L1-L4).

Approach 1: Segmentation through color value
assignment

This approach utilizes the expected color values of the JAB
Code by first processing the individual color channels with a
variance-based window and then mapping the resulting values
accordingly to obtain binarized color profiles. The procedure is
structured as follows:

. Splitting up the RGB image into separate channels

. 3x3 local variance filtering

. Storing values into channel-specific profiles

. Filtering the profile with a 1x9 mean window and using val-
ues as a threshold

AW —
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5. Apply threshold according to the value at the current posi-
tion

255, if value > mean
fx) = .
0, otherwise

6. Color assignment of the channels value combination

Since only 8 distinct color values are expected in the pro-
file, as the JAB Code consists of just 8 colors, the three variance
profiles from the RGB channels are then mapped to the 8 possible
colors based on the current binarized value at each position across
the three profiles (table 1).

Table 1: Color assignment values

Red Green Blue
Red 255 0 0
Green 0 255 0
Blue 0 0 255
Yellow 255 255 0
Magenta 255 0 255
Cyan 0 255 255
Black 0 0 0
White 255 255 255

After going through the individual steps, the middle posi-
tion of equal values is then used as the representative center of
the module and is shown with a white line in figure 2. A correct
color assignment is not important, only the recognition of a color
change, as only the number of centers is counted for the calcula-
tion of the version size.

Figure 2: Cropped image on the right side next to the widened
profile with the position of the module center (white line) found
next to the original image to illustrate the validation.

Approach 2: Hue derivative zero crossings

This method takes advantage of the fact that a maxi-
mum/minimum color value (hue channel) is located in the middle
of a module and changes color towards the edge of the module.
As a result, maxima are the central midpoints, whereby further
smaller secondary maxima are created that could be incorrectly
recognized. For this reason, the profile is filtered further and the
first derivative is formed so that the zero crossings can be assigned
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to clear maxima. The Hue channel (figure 3) is particularly suit-
able for this, as a single color channel contains the information
about the color tones. The procedure is as follows:

. Convertion of RGB image to HSV

. Apply 7x7 median filter to Hue channel

. Calculating derivative of values

. Using zero-crossing as indicator of significant changes, rep-
resenting center position of a module (figure 4)

5. using distance between two zero crossings as estimation of

single module size

B W N~

Hue Channel Line Plot
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Figure 3: Hue channel after smoothing operations.

Hue Channel Derivative Plot
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Figure 4: First derivative of the hue channel. Zero crossings are
marked red.

Approach 3: Local Sampling

The third approach is based on the idea that the calculated
module size at the FPs is approximately right and that the error
adds up on a longer distance. By trying to correct the mistake
for every step to the next module, the algorithm keeps the added
errors low enough to place each sampling point in the modules.
As with the other approaches, Bresenham’s line algorithm is used
to determine the connecting line between the finder patterns P,
and FP,. The local module size (LMS) refers to the estimated
module size at a point between F P, and F P, calculated through
linear interpolation between the module sizes at these two points.
The approach follows the following steps:

1. Startat FP,
2. Repeat until the last finder pattern (FPp) is reached within a
small radius:

(a) Place the next sampling point LMS pixels away from
the last point in the direction of FP,.
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(b) Optimize the sampling point:

i. Compute the mean value in a neighborhood of
size r/4 around the point.

ii. Move the sampling point in both directions on
the line using the maximum distance and calcu-
late the mean within the window.

iii. Minimize the RMS error between the original
center and moved positions.

iv. Position the point where the error is minimized.

Evaluation
Approach 1: Segmentation through color value assign-
ment

Approach 1 shows that larger modules are not recognized
with this method and therefore the module width deteriorates in
the calculation. In the case of levels, several color-near positions
are detected in a module, e.g. red and magenta or blue and cyan.
This is caused by slight color fluctuations within the color profile.
These can occur more frequently due to printing properties, paper
properties or exposure. The advantage of this method is that it
requires no prior knowledge and provides a good estimate of the
approximate module size using pure image processing methods.

w1l

Figure 5: Issues with approach 1: The white line indicates the
detected center of each module. Larger modules (e.g., the yellow
module) are mistaken as a single unit, while variations in red and
magenta cause multiple detections within a single module.

Approach 2: Hue derivative zero crossings

Approach 2, like approach 1, also has problems with larger
modules. Possible centers of modules are detected at the junctions
of two modules, as the color value also takes on an extreme value
here.

Figure 6: Issues with approach 2: Some modules are not detected
and single modules cause multiple detections.
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Approach 3: Local Sampling

This visualization highlights how the optimization adjusts
point positions to improve alignment and accuracy, while some
points remain unchanged due to their already optimal placement.
In general, the points are optimized towards the center of the mod-
ules. The test shows initial positive results and demonstrates the
feasibility of the method.

Figure 7: Approach 3: optimized points for each module: orig-
inal points (red), optimized points (green) and unchanged points
(blue)
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Figure 8: Absolute error for side version for baseline and three
new algorithms.

Test Setup

Consisting of 5691 images, the data collection is made up
of images from various smartphones of JAB Codes on security
paper, printed with various printers. 564 images were selected
from this test set and labeled by hand. The paper properties, es-
pecially existing prints in relation to the security properties, and
print properties in combination with smartphone images represent
a challenge (figure 9), but a link to the real application.

Results

Table 2: Detection results

Method Complete Partial (vertical or
horizontal)

Baseline 67 186
Segmentation 7 54
Zero-Crossings 0 0
Local sampling 131 285

This section discusses the performance of different methods

evaluated. For a subset of 205 images, the finder patterns could be
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Figure 9: Test setup images. The color of the paper, printer dif-
ferences and color structures present a major challenge.

detected. This results in two data points (horizontal and vertical)
per image. The comparison focuses on partial and complete de-
tections across the four presented methods: Baseline, Segmenta-
tion, Zero Crossing, and Local Sampling. Table 2 summarizes the
number of partial and complete detections for each method. Lo-
cal Sampling outperforms other methods with 285 partial and 131
complete detections, demonstrating superior detection capability.
In contrast, the Baseline method achieves 186 partial and 67 com-
plete detections, while Segmentation produces significantly lower
results (54 partial, 7 complete). Zero Crossing fails to detect any
points.

The error distribution plot in figure 8 highlights the absolute
error for side versions in modules across the four algorithms. The
Local Sampling method (orange dashed line) consistently shows
lower error values compared to the baseline (blue line), Segmen-
tation (green dotted line), and Derivative (red dashed line). This
suggests that Local Sampling not only achieves higher detection
rates but also maintains better accuracy.

Discussion

In this work, three different approaches are used to try to
solve the decoding problem of JAB Code that occurs with large
version sizes. The version size of the captured JAB Code must be
determined directly after the finder patterns have been found. To
do so, it is necessary to determine the number of modules between
the finder patterns. The challenges for determining the number
of modules are manifold in practice. The module sizes vary, the
colors and color transitions of the modules are distorted twice,
namely during printing and then during capturing process. Colors
may not change between adjacent modules. Geometric and lin-
ear distortions can occur. The module sizes vary arbitrarily from
print to print and image to image. The complexity of a method
for determining the JAB Code version must be low to ensure fast
decoding. The three methods described try to reconcile these dif-
ferent challenges and show good initial results.

Overall, Local Sampling demonstrates the best performance,
combining the highest detection rate with relatively low error val-
ues. This method proves to be the most reliable among those eval-
uated.
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Conclusion and future work

In this work, we have investigated different approaches to
improve version detection in JAB Codes, addressing a key limita-
tion of the standardized decoding algorithm. Our analysis demon-
strated that inaccuracies in module size estimation lead to signif-
icant decoding errors, particularly for large and rectangular JAB
Codes.

We introduced and evaluated three methods — Segmenta-
tion, Zero Crossing, and Local Sampling — for determining the
version size after finder pattern detection. Among these, the Local
Sampling method showed the most promising results, achieving
the highest detection rates while maintaining the lowest error lev-
els.

While local sampling has shown improved performance, fur-
ther refinements could increase its accuracy and reduce computa-
tional complexity while maintaining accuracy. Improving robust-
ness against varying lighting conditions, different print qualities,
and distortions could make the method more reliable in practical
scenarios. In addition, parameter fine-tuning and improved im-
age pre-processing could further optimize detection performance.
Future research should also explore machine learning approaches
as an alternative to standard methods, potentially leading to more
adaptive and accurate version size determination.
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