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Abstract
This paper presents an approach for automatic detection of

fingers that mistakenly appear in scans from digitized image col-
lections. Our goal is to create a reliable detection tool that is in-
dependent from scan quality, finger sizes, direction, shape, colour
and lighting conditions. Modern image processing techniques are
applied for edge detection, local image information extraction,
and analysis. We employed expert knowledge to determine default
parameters of the algorithm, and support customized parameters
for specific institutional workflows. Results for three digital col-
lections analysis are presented. Documents with finger artefacts
are identified with high reliability and validated by human visual
inspection. The proposed method achieves up to 86 percent clas-
sification accuracy.

Introduction
Unintended placement of fingers over the document scan by

workers performing the digitization process causes a significant
reduction in the quality of the digitized collections. Figure 1
illustrates this problem with sample images taken from various
sources.The text obstructed by the fingers is lost and cannot be
corrected. Currently no automatic methods exist to detect fingers
on scans and a human expert involvement is required to detect cor-
rupted files in digital collections. However, the increasing number
of digitization projects world wide, the number of pages involved,
and the associated economic investments require the development
of automated quality assurance solutions.

This paper reports on the development of an automatic
method for the analysis of digital document collections, for rea-
soning about analyzed data and for decision support regarding fin-
ger detection. We aim at designing a robust method for automatic
finger detection on scans and for subsequent decision making sup-
port in order to increase the quality of digital collections.

The paper is structured as follows: Section 2 gives an
overview of related work and concepts. Section 3 explains the
finger detection process and also covers parameter identification
and image processing issues. Section 4 presents the experimental
setup, applied methods and results. Section 5 concludes the paper
and gives outlook on planned future work.

Related Work
The challenges of finger detection are caused by varying

image quality, different finger sizes, direction, shape, colour
and light conditions. Currently employed related techniques are
trained-model, vision-, or colour-based. None of them completely
address the given challenge.

Finger masking using closest similar zones of the back-
ground images based on a model was described in [1]. However,

this method appears to be applicable only for finger detected in the
near from border and the image processing method is not further
specified. In many real life cases fingers cannot be modeled due to
large variations in shape, size and illumination. Sometimes a fin-
ger only appears in an image as a light spot or as a blurred shape.
This is one reason why the Support Vector Machine method de-
scribed in [2] cannot be effectively applied to finger detection.
This approach makes use of multi-scale deformable part models
for person and vehicle detection. The model represents the visual
appearance of highly variable objects but requires a rich training
set with partially labeled data. In contrast, our approach concen-
trates on common finger shapes and does not require elaborate
training data.

In a multi-resolution approach for page segmentation de-
scribed in [3], the page is broken down into several blocks in order
to separate content in to text, drawings, and pictures. In order to
achieve this, the authors apply varying levels of pixel intensity:
average, median, variance and threshold. The drawback of this
method is that finger detection requires additional analysis of the
extracted picture areas in order to separate fingers from other ob-
jects.

In [4], the authors present a framework for interaction by
hand gestures in which the hand detection is based on a cascaded
detector trained on a specific initialization gesture. The segmen-
tation is performed using an adaptive 3D modeling of the hand
colour. When applied to finger detection on scans, colour-based
methods lack accuracy due to varying skin colours or the use of
rubber gloves in multiple colours, or the use of gray scale images
and image quality.

Finger Detection Process
This work introduces a new approach for the reliable detec-

tion of scans that are corrupted by unwanted finger depiction in a
digital document collection within the scope of a quality control

Figure 1. The sample positive detections.
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process. The analysis is based on image processing methods and
the OpenIMAJ library [5] for edge detection. The proposed ap-
proach allows the end user to customize the analysis parameters
but does not require expertise in the image processing domain.

However, the basis for accurate finger detection is informa-
tion aggregated from digital documents and from experimental
knowledge provided by human experts. A process of decision
making for image quality assurance in digital preservation re-
quires expert knowledge of image processing and library pro-
cesses.

In order to facilitate the management of the finger detection
method, the expert knowledge was integrated in the quality assur-
ance workflow shown in Figure 2. The user triggers a complete
collection analysis. The results of analysis are presented in fin-
ger candidate images (see Figure 1) where suspected areas are
marked by green rectangles. In this way the user is able to draw
a conclusion as to whether a finger candidate image is actually a
finger.

1. LOAD FILE

2. EDGE DETECTION

IMAGE DATA

RGB BANDS WITH EDGES

FINGER CANDIDATE LIST

3. FLATTEN AND FILTER

4. DETECT FINGER CANDIDATES

5. APPLY EXPERT PARAMETERS

START

END

SINGLE BAND WITH EDGES

FILTERED CANDIDATE LIST

6. FLAG FINGERS

Figure 2. The finger detection workflow.

Suggested Method and Parameter Identification
Information retrieved from the digital document is processed

by the customized domain model. This model enables structured
handling of analyzed data and applying of parameters, which have
been obtained from the domain expert of digital preservation and
from conducted experiments.

Figure 3 depicts the main expert parameters involved in the
finger detection algorithm. The points a and b represent points
on the finger edges that have the same coordinate value on the Y
axis. The distance between this points is a minimal finger width
Wmin for the given Y coordinate. The Xb parameter represents the
gap between the finger edge and the page border. The Avg param-
eter stands for the average distance between finger edges for all
Y coordinates associated with this finger candidate. The dashed
line S represents a threshold where the finger shape is cut in order
to facilitate calculation and to reduce the number of false positive
results. The L parameter fixes the maximal accepted finger size.

The default parameter set (Figure 3) comprises:

� Pixel value threshold P. The pixel value is a value in range
0.0 to 1.0 in the flattened single band grayscale image. The
pixel value threshold defines a threshold at which this pixel
should be taken into account for further analysis.

� Minimal finger width Wn;m. This parameter describes the
minimal pixel count that should contain a finger candidate
on the X axis.

� Average width rate An;m. This parameter is used to set up
an acceptable threshold for the thinnest and the thickest dis-
tance between finger boundaries in order to follow a rela-
tively smooth finger shape without large volatile changes.

� Pixel variance δn;m. Due to image distortions often it is not
possible to evaluate an accurate line. Therefore we have to
set up acceptable variance for neighboring pixels that could
build a line with a current pixel at analysis.

� Minimal finger points Fmin. In this parameter we define the
minimum number of pixel points regarded as detected pixels
for a finger candidate.

� Maximal finger size Ln;m. This parameter defines the maxi-
mum size of finger candidate.

� Minimal border distances xb;yb. In order to involve page
border factor in our calculations we define a minimal page
border distances for both axes.

The default parameters provide good accuracy, but users can
adjust parameters like minimum and maximum finger size, vari-
ance, minimum number of finger points and the distance from
border in pixels in order to tune their workflows.

The finger detection algorithm is summarized as follows:

1. The workflow starts with loading of data from given file.
2. Since the point- and edge-based features are regarded to be

robust against lighting variants [6], the Canny edge detec-
tion algorithm is employed [7] in order to retrieve edges of a
RGB image. Additionally at this stage we flatten the bands
of the original image, using the average value of the pixels
at each location, in order to obtain a new single-band image.

3. We filter the flattened single-band image pixels by applying
a threshold parameter P for pixel value, where P is a coeffi-
cient with value in the range from 0.0 to 1.0.

a bWmin

Avg

L

Xb

S

Figure 3. The parameter used in finger detection algorithm.
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4. We analyze a given scan image in order to detect finger can-
didates with associated pixel coordinates. To do so we eval-
uate the next existing pixel on the right from the given po-
sition on the X axis and examine its coordinates regarding
association with current finger candidate.

5. Given a preliminary finger candidates list, we apply the pa-
rameters evaluated from expert knowledge like finger size,
points count, variance and distance to border to evaluate the
extent to which the candidate matches the requirements.

6. In the final step we draw green rectangle around the detected
finger areas and display the resulting image for user reason-
ing.

Image Processing and Algorithmic Details
As noted above, we apply the Canny edge detection algo-

rithm in our image processing workflow in order to extract the
significant shapes from the image and to extract a gray scale im-
age with additional filtering. We analyze extracted shapes and iso-
late finger candidates. In our calculation algorithm we use logic
similar to that applied in the stroke width transform method im-
plemented by [8], which is used for text recognition. For each
pixel we investigate pixels in the neighbouring area and follow
lines according to given expert parameters. In this way we cre-
ate a finger object and if it matches all conditions defined for a
finger we mark the evaluated region as a detected finger by green
rectangle to facilitate further analysis for an expert.

The coordinates for the finger candidate structure are com-
puted using an algorithm for finger pixel calculation (see Equation
1).

x ∈ 1..M (1)

y ∈ 1..N

F(x;y) =

{
1 if f (x;y)> P;

0 else f (x;y)≤ P.

G(x;y) =


F(x;y) if (x > xb)∧ (x < M− xb)∧ (y > yb)

∧(y < N − yb);

0 else.

Here G represents the pixels in gray scale image after the
edge detection step, computed over the image dimension, F(x;y)
represents the finger coordinate points set depending on f (x;y)
function and pixel threshold P value. N and M represent the ini-
tial pixel coordinates of a finger candidate for the X and Y axes.
Several constants were required for accurate computation: xb and
yb stand for the offsets from X and Y axis with respect to the
image edge.

A pixel count around an initial point of a finger candidate is
computed as a sum over all evaluated and filtered pixels, which
are located in acceptable distance to the initial point.

Evaluation
This section describes experiments that were conducted us-

ing our finger detection algorithm. The code was written in Java
and executed on an Intel Core 2 Duo T9600 (2.80GHz) computer.

Collection Analysis
In the performed experiment we analyzed three digital col-

lections. The goal of the evaluation is a reliable and accurate de-

tection of scans with unwanted finger images. Our hypothesis
is that the reported approach should be able to detect corrupted
documents with good reliability and to ignore unattended scans.
Scans that are flagged by finger detection algorithm should be ad-
ditionally analyzed by human expert.

All analysed scans were retrieved from the Internet. We
manually created ground truth data for the assessment of the eval-
uation results. One collection contains 160 corrupted images that
include fingers. The second collection comprises 26 images with
fingers. The third collection contains 730 images and is a refer-
ence collection without corrupted documents. This collection is
used in order to ensure that a simple text document scan with-
out fingers on it will not be detected by our algorithm as a false
positive.

The result of the analysis is a set of documents with finger
candidates marked with a green rectangle (see Figure 1). The pro-
posed method has been tested with a variety of images from differ-
ent origins using a default set of parameters. Mis-classifications
coming along with correct results are few and happen with shapes
similar to finger shape definition. Improvements in the algorithm
and filtering of mis-classifications are subjects of a future work.

Figure 4. The sample for correct detection of blurred images.

As shown in Figure 4 even blurred fingers could be correctly
detected by the algorithm.

Figure 5. The sample for correct detection of fingers that are looking as a

light spot on the scan surface.

Some fingers like those in Figure 5 were correctly detected
despite the fact that they appear merely as a light spot on the scan
surface. Due to the typical finger shape, it was still possible for
the algorithm to correctly detect them.

Figure 6. The sample false positive detections.

Figure 6 illustrates false positive scans detected in the third
collection. The reason for these false detections is that shapes
of the text, warping shadow, and cover surface inconsistencies
create a structure that looks similar to the finger form. Such cases
are difficult to avoid and manual expertise is required to eliminate
these false positives.
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The digital documents presented in Figure 7 were not de-
tected by our algorithm. The reasons are that these fingers are
strongly blurred, are obscured by shadows, or only tips of the fin-
gers are depicted.

Effectiveness of the Detection Algorithm
In the first collection, fingers were correctly detected on 139

scans. In the second collection, we evaluated 20 correctly de-
tected scans from a total 26 scans that should be detected. In
the third collection, only three images were falsely identified as
containing finger depictions. Therefore the effectiveness of our
detection algorithm, according to the Relative Operating Charac-
teristic (ROC) method, is measured by the distribution of collec-
tion points (0,0.8633), (0,0.7692) and (0,0.9958) in ROC space.
These are quite good classification results that are very close to
the best possible classification point (0,1).

The total time for finger detection for the scans from the con-
sidered collection takes 185767, 8915, and 262363 seconds for
the first, second and third collection respectively. We correctly
evaluated corrupted images in up to 86 percent of cases in the
test collections. The experimental results demonstrate that our
approach is very promising for making the digitization process
more reliable and for ensuring the quality of digital collections.

Conclusion
We have presented an approach for automatic detection of

finger in digitized image collections, for reasoning about analyzed
data and for decision support regarding finger detection. We ap-
plied modern image processing techniques for edge detection, lo-
cal image information extraction and its analysis for reasoning on
scan quality.

An important contribution of this paper is the creation of au-
tomatic and reliable finger detection tool that is independent from
scan quality, finger sizes, direction, shape, colour and lighting
conditions. We employed expert knowledge of scanning and li-
brary processes to define parameters for our detection algorithm.

The experimental evaluation presented in this paper demon-
strates the effectiveness of employing the suggested image pro-
cessing techniques for generating reasoned suggestions. With up
to 86 percent classification accuracy, the tool reliably detects doc-
uments containing finger what was demonstrated by human visual
inspection. An automatic approach delivers a significant improve-
ment in terms of personnel costs when compared to manual anal-
ysis.

The analysis tool for digital collections presented in this pa-
per can help to ensure the quality of digitized collections and sup-
ports managers of libraries and archives with regard to long-term
digital preservation. As future work, we plan to improve the au-
tomatic quality assurance approach of the image analysis by im-
proving the accuracy of finger detection and by reducing the pa-
rameter count.

Figure 7. The sample for scans with not detected fingers.
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